**Безпека вашої дитини в інтернеті.**

**Навчіть дитину**

**СПІЛКУЮЧИСЬ В ІНТЕРНЕТІ ВОНА, ЗАРАДИ СВОЄЇ БЕЗПЕКИ, НЕ ПОВИННА НІКОЛИ:**

* повідомляти своєму віртуальному другу своє прізвище, домашню адресу, номер свого мобільного або домашнього телефону, номер та місцезнаходження своєї школи та інші дані;
* розміщувати фотокартки, на яких ти оголений або у нижній білизні чи піжамі, а також відправляти комусь свої фото електронною або звичайною поштою;
* повідомляти пароль до своєї Інтернет-сторінки. Пароль як ключ від квартири, тому нікому його не слідвіддавати!;
* казати, що дитина вдома знаходиться вдома одна;
* казати, що дитина сама знаходиться перед комп’ютером.
* обговорювати теми, які дитині неприємні або яких вона соромиться;
* показувати віртуальному другу перед Веб-камерою своє тіло або якісь його частини, робити те, що їй не подобається.
* відповідати на питання, які стосуються особистого життя або  тіла дитини. Нехай дитина пам’ятає: її тіло належить тільки їй і ніхто не має права розмовляти про нього з дитиною!;
* розповідати багато про своїх друзів, знайомих та родину, особливо, видавати їхні таємниці;
* відправляти поштою або передавати через когось свої особисті речі співрозмовнику по Інтернету;

Крім того:

* при реєстрації у Чаті ніколи не слід заповнювати поля, де  вимагають прізвище, номер мобільного та домашнього телефону, домашню адресу. Якщо ці поля обов’язкові, то краще слід вигадати для себе прізвище, адресу та номер телефону. Це потрібно для безпеки дитини. Взагалі, для реєстрації у Чаті, в соцмережах та на інших подібних сайтах слід створити для себе окрему електронну поштову скриньку;
* коли вигадуєш у Чаті для себе нікнейм, то він не повинен бути схожим на  прізвище. Також він не повинен стосуватися зовнішнього вигляду особи;
* у соцмережах та подібних сайтах слід  обмежити  доступ до власної сторінки невідомих тобі людей. Додавай до списку своїх друзів лише тих, кого ти добре знаєш у справжньому житті;

Спілкування в Інтернеті не є  обов’язком, тому якщо дитині це більше не подобається або її лякають  Інтернет-друзі, то треба лише вимкнути комп’ютер і не повертатися більше до спілкування онлайн!

Така обізнаність — запорука безпеки дитини як в реальному світі, так і у віртуальному просторі.

В разі, коли підліток проводить весь свій вільний час у соціальних мережах, слід знайти альтернативу, яка б могла його зацікавити і відволікти. Наприклад, організувати спільний похід на природу, завести домашнього улюбленця, який потребує постійного догляду, чи запросити найкращих друзів вашої дитини для домашньої вечірки.

Важливо, аби дитина чи підліток отримували необхідну кількість спілкування у реальному світі, оскільки соціальні мережі покликані не для того, щоб замінити реальне спілкування, а щоб його доповнити та розширити. Спілкуйтеся якомога більше з власною дитиною, розпитуйте про її інтереси, друзів і вподобання. Зробіть так, аби ви перебували у списку її «обраних друзів»!

Не забувайте, наскільки важливо розповідати дітям про безпеку у віртувальному світі.